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# General Information

* 1. Purpose of this Request for Proposal (“RFP”)

The South Dakota Department of Education’s Division of SPED and Early Learning Services (“State”) seeks a qualified vendor to provide professional services on behalf of the State of South Dakota (“Consultant”) for the purpose of a web based secured system to collect federal and state data collections and an accountability system to meet requirements of the Individuals with Disabilities Act IDEA as further specified in Section 2 below.

The Consultant will review all requirements of the RFP and provide a proposal by the deadline listed below. The Consultant will also provide supporting documentation on qualifications and experience to the State.

* 1. Letter of Intent

All interested Consultants may submit a Letter of Intent to respond to this RFP.

The Letter of Intent must be received by the State no later than March 1, 2024 at 5:00 PM CT. The State will receive letters of intent by email. The Letter of Intent must be submitted to Rochelle Kenzy via email at Rochelle.Kenzy@state.sd.us. Please place the following in the subject line of your email: “Letter of Intent for 24RFP9840”.

* 1. Schedule of Activities

RFP Publication February 21, 2024

**Letter of Intent to Respond Due**  March 1, 2024 **by 5:00 PM CT**

Deadline for Submission of Written Inquiries March 8, 2024 by 5:00 PM CT

Responses to Consultant Questions March 22, 2024 by 5:00 PM CT

**Proposal Submission Deadline April 5, 2024 5:00 PM CT**

Oral proposals/discussions (if required) April 29- May 10, 2024

Anticipated Award /Contract Negotiation May/June 2024

**Contract Start Date July 2024**

* 1. Proposal Submission

All proposals must be completed and received by the date and time indicated in the Schedule of Activities.

**Proposals received after the deadline will be late and ineligible for consideration.**

An original and two (2) copies of the proposal shall be submitted. In addition, the Consultant shall provide one (1) copy of their entire proposal, including all attachments, in Microsoft Word or PDF electronic format. Consultants shall enclose the electronic copy with their mailed response and may not send the electronically copy of their proposal via email.

All proposals must be signed, in ink, by an officer of the responder, legally authorized to bind the responder to the proposal, and sealed in the form intended by the respondent. Proposals that are not properly signed may be rejected. The sealed envelope must be marked with the appropriate RFP Number and Title. The words “Sealed Proposal Enclosed” must be prominently denoted on the outside of the shipping container. Proposals must be addressed and labeled as follows:

**REQUEST FOR PROPOSAL #24RFP9840**

**BUYER ROCHELLE KENZY**

**DEPARTMENT OF EDUCATION**

**800 GOVERNORS DRIVE**

**PIERRE SD 57501-2235**

Proposals may be modified or withdrawn by the Consultant prior to the established due date and time. No oral, telephonic, telegraphic or facsimile responses or modifications to proposals will be considered.

* 1. Certification and Qualification

By signing and submitting this proposal, the Consultant certifies that neither it nor its principals are presently debarred, suspended, proposed for debarment, declared ineligible, or voluntarily excluded from participation, by any Federal department or agency, from transactions involving the use of Federal funds. Where the Consultant is unable to certify to any of the statements in this certification, the Consultant shall attach an explanation to their proposal.

No proposal shall be accepted from, or no contract or purchase order shall be awarded to, any person, firm or corporation that is in arrears upon any obligations to the State of South Dakota, or that otherwise may be deemed irresponsible or unreliable by the State.

* 1. Non-Discrimination Statement

The State of South Dakota requires that all contractors, vendors, and suppliers doing business with any State, department, or institution, provide a statement of non-discrimination. By signing and submitting their proposal, the Consultant certifies they do not discriminate in their employment practices with regard to race, color, creed, religion, age, sex, ancestry, national origin or disability.

* 1. Consultant Inquiries

Consultants may make email inquiries concerning this RFP to obtain clarification of requirements. No inquiries will be accepted after the date and time indicated in the Schedule of Activities. Inquiries must be sent to Rochelle Kenzy at Rochelle.Kenzy@state.sd.us with the subject line “RFP #24RFP9840.”

The State will respond to Consultant’s inquiries (if required) via e-mail. All Consultants will be informed of any inquiries and the State’s response. Consultants may not rely on any other statements, either of a written or oral nature, that alter any specification or other term or condition of this RFP. Consultants will be notified in the same manner as indicated above regarding any modifications to this RFP.

**Consultant’s Contacts:** Consultant and their agents must direct all questions and comments regarding this RFP to the buyer of record as indicated above. Consultants and their agents may not contact any State of South Dakota employee other than the buyer of record regarding any of these matters during the solicitation and evaluation process. Inappropriate contacts are grounds for suspension or exclusion from specific procurements. Consultants and their agents who have questions regarding this matter should contact the buyer of record.

* 1. Proprietary Information

The proposal of the successful Consultant(s) becomes public information as required by SDCL § 1-27 and § 5-18D-20. Proprietary information can be protected under limited circumstances such as client lists and non-public financial statements. Pricing and service elements are not considered proprietary. An entire proposal may not be marked as proprietary. **Consultants must clearly identify in the Executive Summary and mark in the body of the proposal any specific proprietary information they are requesting to be protected.** The Executive Summary must contain specific justification explaining why the information is to be protected. Proposals may be reviewed and evaluated by any person at the discretion of the State. All materials submitted become the property of the State and may be returned only at the State's option.

* 1. Length of Contract

July 1, 2024 to June 30, 2027

The State reserves the right to extend any contract awarded as a result of this Request for Proposal (RFP) for additional six (6) years if it is deemed to be in the best interest of the State of South Dakota. The contract may be renewed at the initiative of the State, and if mutually agreed upon by the parties, for additional one (1) year terms.

* 1. Contract Terms

Any contract or agreement resulting from this RFP will include the State’s standard terms and conditions as set forth in Exhibit A – Standard Contract Terms and Conditions, Exhibit D – Confidentiality Agreement and Exhibit E – I/T Standard Contract Terms.

The Consultant must indicate in their response any issues they have with specific contract terms if the Consultant does not indicate that there are any issues with any contract terms then the State will assume those terms are acceptable to the Consultant.

* 1. Governing Law

Venue for any and all legal action regarding or arising out of the transaction covered herein shall be solely in the Sixth Judicial Circuit, Hughes County, South Dakota. The laws of South Dakota shall govern this transaction.

* 1. Web Content Accessibility Guideline

If applicable the Consultant’s application is required to conform to the Web Content Accessibility Guidelines 2.0

In addition, any website must meet the Web standards listed in this RFP and as found in the following:

<https://www.sd.gov/bit?id=bit_standards_web>

<https://www.sd.gov/bit?id=bit_standards_vendor_client_sec_req>

* 1. Restriction of Boycott of Israel

For contractors, vendors, suppliers, or subcontractors with five (5) or more employees who enter into a contract with the State of South Dakota that involves the expenditure of one hundred thousand dollars ($100,000) or more, by submitting a response to this solicitation or agreeing to contract with the State, the bidder or offeror certifies and agrees that the following information is correct:

The bidder or offeror, in preparing its response or offer or in considering proposals submitted from qualified, potential vendors, suppliers, and subcontractors, or in the solicitation, selection, or commercial treatment of any vendor, supplier, or subcontractor, has not refused to transact business activities, has not terminated business activities, and has not taken other similar actions intended to limit its commercial relations, related to the subject matter of the bid or offer, with a person or entity on the basis of Israeli national origin, or residence or incorporation in Israel or its territories, with the specific intent to accomplish a boycott or divestment of Israel in a discriminatory manner. It is understood and agreed that, if this certification is false, such false certification will constitute grounds for the State to reject the bid or response submitted by the bidder or offeror on this project and terminate any contract awarded based on the bid or response. The successful bidder or offeror further agrees to provide immediate written notice to the contracting executive branch agency if during the term of the contract it no longer complies with this certification and agrees such noncompliance may be grounds for contract termination.

* 1. Restriction of Prohibited Entity

In accordance with the South Dakota Codified Law 5-18A, any bidder or offeror submitting a bid or offer in response to this document certifies and agrees that the following information is correct:

The bidder or offeror is not an organization, association, corporation, partnership, joint venture, limited partnership, limited liability partnership, limited liability company, or other entity or business association, including all wholly-owned subsidiaries, majority-owned subsidiaries, parent companies, or affiliates, of those entities or business associations, regardless of their principal place of business, which is ultimately owned or controlled, directly or indirectly, by a foreign parent entity from, or the government of, the People’s Republic of China, the Republic of Cuba, the Islamic Republic of Iran, the Democratic People’s Republic of Korea, the Russian Federation, or the Bolivarian Republic of Venezuela

It is understood and agreed that, if this certification is false, such false certification will constitute grounds for the purchasing agency to reject the bid or response submitted by the bidder or offeror on this project and terminate any contract awarded based on the bid or response, and further would be cause to suspend and debar a business under SDCL § 5-18D-12.

The successful bidder or offeror further agrees to provide immediate written notice to the purchasing agency if during the term of the contract it no longer complies with this certification and agrees such noncompliance may be grounds for contract termination and would be cause to suspend and debar a business under SDCL § 5-18D-12.

* 1. Prohibition on Discrimination against Firearm-related Entity

In accordance with the State of South Dakota, Office of the Governor, Executive Order 2023-04, the following applies to any type of agreement by or on behalf of the State with a financial institution to provide financial services that involves the expenditure of one hundred thousand dollars ($100,000) or more:

For contractors who enter into a contract with the State of South Dakota that involves the expenditure of one hundred thousand dollars ($100,000) or more, by submitting a response to this solicitation or agreeing to contract with the State, the bidder or offeror certifies and agrees that the following information is correct:

The bidder or offeror, in preparing its response or offer or in considering proposals submitted from qualified, potential vendors, suppliers, and subcontractors, or in the solicitation, selection, or commercial treatment of any vendor, supplier, or subcontractor, has not discriminated against a firearm-related entity as defined by South Dakota Executive Order 2023-04. It is understood and agreed that, if this certification is false, such false certification will constitute grounds for the State to reject the bid or response submitted by the bidder or offeror on this project and terminate any contract awarded based on the bid or response. The bidder or offeror further agrees that falsely submitting this certification shall serve as cause for debarment from consideration of any state contract for a period not to exceed three years.

The successful bidder or offeror further agrees to provide immediate written notice to the contracting executive branch agency if during the term of the contract it no longer complies with this certification and agrees such noncompliance will result in the contract’s termination if the noncompliance is not cured as provided for in Section 3 of Executive Order 2023-04. The successful bidder or offeror further agrees that its failure to cure any subsequently arising noncompliance shall serve as cause for suspension or debarment from consideration of any state contract pursuant to SDCL § 5-18D-12.

* 1. Certification of No State Legislator Interest

Offeror (i) understands neither a state legislator nor a business in which a state legislator has an ownership interest may be directly or indirectly interested in any contract with the State that was authorized by any law passed during the term for which that legislator was elected, or within one year thereafter, and (ii) has read South Dakota Constitution Article 3, Section 12 and has had the opportunity to seek independent legal advice on the applicability of that provision to any Agreement entered into as a result of this RFP. By signing an Agreement pursuant to this RFP, Offeror hereby certifies that the Agreement is not made in violation of the South Dakota Constitution Article 3, Section 12.

# Scope of Work

The Consultant shall:

**Bid on Modules**

The State is looking for Consultants to bid on a Data Collection and Accountability System(s) Modules. Consultants can bid on all, one, or a combination of the following systems (Consultants should make it clear on what they are submitting the bid for):

1. State Accountability System
2. Indicator 13: secondary transition data collection and reporting
3. Indicator 11 and 12: initial evaluation timelines data collection and reporting
4. Results Driven Accountability (RDA)
5. Child Count federal and state reporting
6. Indicator 14: post school outcomes data collection
7. Dispute Resolution data collection, tracking and reporting
8. Suspension and Expulsion federal data collection and reporting

**RFP Scope of Work:**

The State request for proposals on a secured web-based system that will improve the efficiency of the special education accountability system, data collection, tracking, and reporting of required federal and state reporting requirements. The system would incorporate input of data and reporting, track information, and provide an efficient manner in sharing information between the State, contractors, and local educational agency (LEAs). The State does not mandate a single Individual Education Plan (IEP) system or document.

**General Information**

**System Requirements**

This web-based system will have several modules with related components incorporated into one platform or can be separate. This platform will allow the State, LEAs, and contractors to enter, track, report, and communicate about the following data and information: state accountability monitoring of LEA (student files with policy and procedures), Indicator 13: secondary transition data collection and reporting, Indicators 11 and 12: data collection and reporting, child count reporting, South Dakota Results Driven Accountability (RDA) process for LEAs, dispute resolution data tracking, Indicator 14: post-school outcomes survey, and federal suspension and expulsion data collection.

**General Requirements**

The system should be accessed via the internet easily and securely by designated users (LEAs, contractors, and State), and should:

* Allow the State to:
	+ Edit included documents and templates.
	+ Update and/or grant access permissions.
	+ Archive information and data.
* Allow designated users to:
	+ Enter, access, and report Special Education Federal State Performance Plan (SPP) data requirements.
	+ Access housed documentation.
	+ Upload and download information.
	+ Generate extractable data reports needed by the State that can be sorted based on desired criteria (LEA-level, state-level, etc.)
* Include an interactive data dashboard that allows users to:
	+ Navigate easily.
	+ Submit data entry.
	+ Submit accountability requirements.
	+ Access tutorials on how to operate the system.
* Communicate between all designated users efficiently and effectively, send alerts or notifications to designated users regarding deadlines, errors in data entry, incomplete entry, etc.

**Technology Requirements**

* Americans with Disabilities Act (ADA) compliant.
* Data collection that would be incorporated into the system.
* Hosting the site: Describe the pros and cons for each.
* Automated data incorporated from other systems such as South Dakota’s student information system and South Dakota longitudinal data system and internal developed systems.
	+ Data must be owned by the State and not by the system creator.
	+ Consultant must provide training and support on system operation to the following designated users: State staff, contractor, and at the LEA level.
* Customer service for troubleshooting system issues.
* Single sign On (SSO) capabilities as required below.
* Users will have different levels of access to the system.

**Consultant Knowledge and Requirements**

* System must be American with Disabilities Act (ADA) compliant along with reports in the system.
* Hosting the site: describe the pros and cons for vendor hosting versus State hosting the system.
* Data can be automatically incorporated from other systems such as South Dakota longitudinal data system and internally developed systems.
* Data is owned by the State.
* Knowledge of the federal reporting requirements of Individuals with Disability Education Act (IDEA) and federal reporting of the State Performance Plan (SPP)
* Training and support on system use:
	+ State staff and data manager training
	+ Contractor training
	+ LEA training
	+ Immediate customer service to address system issues

# ****Modules and Components:****

Modules each have a specific purpose, specialized data entry needs, system requirements, and reporting needs.

## The preference is for the following modules to be included in one system: State Accountability, Indicator 13 secondary transition, Results Driven Accountability, Indicators 11 and 12 data collection and reporting, and child count report modules.

## **2.1 State Accountability Module**

**Accountability Purpose:**

The purpose of the State Accountability module is to allow the State to select specific LEAs to be reviewed, send letter notifications and reminders to designate users via system, select LEA case manager files to be reviewed, track noncompliance, generate reports and corrective action plans, and submit follow up documentation to support state general supervision of Federal Office of Special Education Programs (OSEP) 23-01.

##### Accountability System:

* System should send notifications to necessary users at various points of the review process (for example: when a contractor completes a Corrective Action Plan, a notification is sent to the Accountability Manager for review).
* System should allow designated users to bring in information and/or data from outside sources, such as: dispute resolution documents, compliance indicators, special education trend data, etc.
* System can generate a list of student files to be reviewed based on specific, adjustable parameters set by contractors when preparing for a compliance review.
* System will house a variety of form letters that can be individualized to the LEA and updated yearly, as well as housing completed letters for future reference.
* System will house additional report templates, templates for information collection, and requirements for Specialty reviews (Disproportionality, Dispute Resolutions, Extraordinary Cost)
* System will allow for changes throughout the process.
* System will have a dashboard to track process.
* System will be able to allow for manual enter or upload a file of student and case manager information to incorporate in the selection of files for review.
* System will have review protocols for the review to identify noncompliance and implement noncompliance description and separate technical assistance comments.

##### Accountability Process Requirements:

State Preparation for Accountability Review:

* State sends notification letters directly to specific LEAs and agencies.
* State assigns contractors to specific LEAs and agencies to conduct reviews.
* State assigns date(s) for reviews
* State provides contractors access to the following editable and related up-to-date documents:
	+ LEA data (student exit information, child count, statewide assessment, trend, state performance plan/annual performance report, etc.)
	+ Letter templates for the reviews
	+ Review process checklist for state, contractor, and LEA
	+ Several reports include Corrective Action Plans
	+ Tracks components of the process and corresponding due dates

LEA or State uploads documents, information, and data that a contractor will use in a verification process, and State maintains documentation:

* + Sample of previous child count IEP front pages
	+ Comprehensive Plan
	+ Files reviewed
	+ Immediate fixes documents (Prong 1)
	+ Update data and information documents (Prong 2)

**Preparation for LEA Accountability review:**

* File selection has a set of required criteria that includes student files completed by each case manager in the LEA, disability categories, least restrictive environment placements, specific demographic consideration, etc. System should be able to auto generate a list of files to pull based on entered criteria and requested number of files, and then the State or contractors must be able to easily add or change files before and during review.
* Schedule for the review will be developed to include start time, location, date, case manager and corresponding student file to be reviewed including a potential back up file, additional files to review via desk audits, and interviews.
* Child count verification is completed by LEAs uploading a sample of previous year’s child count. The Accountability team lead reviews documentation with submitted data.
* District policy and procedures review will include certified staff, comprehensive plans, assessment documentation, etc.

**During Accountability Reviews:**

* Contractor will need to be able to assign accountability team members to different components of the review.
* The review will include real-time technical assistance for each case manager in LEA while their assigned student file is being reviewed, additional student files reviewed by desk audits to meet the required LEA level criteria, transition-aged student file reviews with different selection criteria (see Indicator 13 component), interviews, and policy review.
* Interviewers are completed with varying stakeholders and information from interviews are tracked. Interview questions will be completed.
* Each member of the accountability team will be assigned specific student file(s). Each team member will use the accountability review process and protocol to review specific components. The list of items will need to identify noncompliance and technical assistance suggestions for each item and student file. These will need to be compiled in different reports.
* Accountability review items will need to be modified or adjusted to fit student files to be reviewed (most files will have a full review, whereas some select files will be reviewed for just one or two areas such as discipline, alternate assessment, Indicator 13, etc.)

**After Accountability Reviews:**

1. System will generate both internal and public reports for general supervision:
2. Corrective Action Plan (CAP) report must include: LEA name, date of review, date report was issued, date of CAP closure, timeline of correction completion, required corrective action for immediate fix and review of update information to ensure implementation of the regulations with specific timelines for each, and the following items for each file with noncompliance found: student name, assigned case manager, disability category, description of noncompliance found, state’s Administrative Rules related to the noncompliance, and a description of information to support the noncompliance. Designated users must also be able to continue using this report to track corresponding paperwork for the noncompliance findings throughout child specific correction and updated data and information for continued correction.
3. Public CAP Report that will be posted to the State with state-required content including LEA-specific information, including LEA name, year of review, date of the review, date CAP report was issued, date of CAP closure, and the state’s Administrative Rules that were identified with noncompliance.
4. Corrective Action Plan must be able to customize reports based on the root cause of the noncompliance.
5. CAP Follow Up Actions:
	1. Notification letter will be generated to send to the LEA to complete requirements of the CAP.
	2. Accountability team lead will sign off that all CAP requirements are completed with supporting uploaded documentation in the system.
	3. Accountability team lead will notify the state when the CAP is completed.
	4. State’s Accountability Manager will send final CAP closure notification to the state. This will include a cover letter, updated CAP report with each item verified complete, the closure date, updated public CAP report includes CAP closure date.

##### Accountability Reporting:

* Contractors and LEA need to be able to access all data in a user-friendly format.
* Track the number of findings of noncompliance by related regulation and aggregate from LEA level to the state level per year.
* Track LEA and agency reviews per year that include date report issued and closed.
* Track child count report findings.
* LEA level report on technical assistance comments.
* LEA level report on number of findings of noncompliance with related regulations.
* LEA level report related individual findings by case manager.
* Aggregated State report that outlines noncompliance regulations and associated corrective actions by LEA.

**2.2 Indicator 13: Secondary Transition Data Collection and Reporting Module**

**Indicator 13 Purpose:**

The purpose of this section is to collect federal State Performance Plan (SPP) data regarding high school transition files that are in compliance and identify technical assistance needs. This needs to be connected to the accountability review module.

**Indicator 13 Data and System:**

* Indicator 13 data collection can occur during accountability reviews or separately. Information collected will be:
	+ Two files per teacher.
	+ Each disability category within age range identified by state.
	+ Individual student files reviewed will collect information on following checklist requirements: transition assessment completed in areas of employment, education/training, and independent living, create measurable post-secondary goals, measurable post-secondary goals updated annually, appropriate course of study, transition services and activities, annual goals linked, student invited to their IEP meeting, and consent gained to invite an outside agency.
* Corrective Action Plan (CAP) report must include: LEA name, date of review, date report was issued, date of CAP closure, timeline of correction completion, required corrective action for immediate fix and review of update information to ensure implementation of the regulations with specific timelines for each, and the following items for each file with noncompliance found: student name, assigned case manager, disability category, description of noncompliance found, state’s Administrative Rules related to the noncompliance, and a description of information to support the noncompliance. Designated users must also be able to continue using this report to track corresponding paperwork for the noncompliance findings throughout child specific correction and updated data and information for continued correction.
* Public CAP Report that will be posted to the State website with state-required content including LEA-specific information, including LEA name, year of review, date of the review, date CAP report was issued, date of CAP closure, and the state’s Administrative Rules that were identified with noncompliance.

**Indicator 13 Reporting:**

* State reports required to complete state and federal requirements:
	+ Report for individual LEA on list of students (student state identification number, name, disability category) reviewed and performance on each of the eight areas.
	+ Report by LEA of number files reviewed and number of files in compliance along with percentage of compliance.
	+ Report of agencies invited.
	+ Report of percentage of files in compliance by LEA.
	+ Aggregated State report that outlines noncompliance regulations and associated corrective actions by LEA.
	+ Track the number of findings of noncompliance by related regulation and aggregate from LEA level to the state level per year.
	+ Track LEA accountability reviews per year that include date report issued and closed.
	+ LEA level report on technical assistance comments.
	+ LEA level report on number of findings of noncompliance with related regulations.
	+ LEA level report related individual findings by case manager.

## **2.3 Results Driven Accountability (RDA) Module**

**RDA Purpose:**

The purpose of this section focuses on LEA’s needs that includes two components: LEAs to conduct an internal review of student files and review special education data to improve educational results for students with disabilities.

**Component #1**: Annually the internal review will require each LEA to have each case manager to review a student file. Internal review checklist will mirror the State’s accountability compliance review protocols. After the internal review is completed, the LEA administration can support staff in identifying any noncompliance to correct and professional development needs.

* Each case manager in the LEA will conduct an internal file review on a student file.
* LEA can assign the requirement to specific case manager in the LEA.
* LEA administrator is notified of staff completion.
* LEA internal report by individual student file review is available to the LEA administrator.
* State will only have access to this section to update the compliance review protocol or other maintenance.
* State will only receive annually an aggregated report that list each LEA and the identified areas for professional development needs. Those professional development areas will also be aggregated in a state level report.
* Sign off by LEA administrator of completion of the process.

**Component #2**: Data Retreat Process

* System would create data visualization, trends, comparison data, quick glance and comparisons in easy, understandable manner.
* LEA data can be broken down by different levels (school, race, disability category, etc.…)
* LEA is able to review data, develop an action plan, and able to retrieve previous data to show improvement.
* All designated users can provide narrative and input in different components,
* Notification of upcoming actions and progress.
* Upload documentation to be housed in the system for review such as other data or information.

**RDA System:**

* LEA designees receive access from state. The LEA designee can provide access to LEA staff.
* House documentation uploaded by the State or LEA.
* Access level for designated users by LEA, contractor, or State.
* LEA can upload or manually student information by case manager to conduct the internal review.
* LEA designated staff can assign staff to component 1 or 2.
* State, contractors, and LEA level staff can access to component #2: data retreat process.

**RDA Reporting:**

* State only: List districts who completed annual internal review process.
* State only: Report by LEA and professional development areas identified.
* LEA only: report by noncompliance and technical assistance at individual file level.

**2.4 Indicator 11 and 12 Data Collection**

Indicator 11 and 12 data collection will need to be under one dashboard, but data entry component will be separate from each other.

Overall, Purpose: Collect data on students who were initially evaluated for special education and completion of the evaluations in a timely manner.

**Indicator 11**

Purpose: data entry and reporting on the percent of children who were evaluated within state timeline of receiving parental consent for initial evaluations and completed with the timeline.

**Indicator 11 Data Entry:**

* Collect information on the person submitting the data: name, title, and contact information.
* Student ID, demographics, date parent signed consent, date LEA received consent, date of the last evaluation completed, date 30-day calendar held eligibility meeting,
* Student eligible with a menu of options.
* Eligibility category with a menu of options.
* Reason timeline exceeded will have a menu of options.
* Open box for comments.
* LEA alerted of entry error such as: over the 25-school day timeline, date outside of collection window, duplicate student for both Indicator 11 and 12.  This could be a text box or a colored cell.
* Upload documentations related to a specific student.

**Indicator 11 System:**

* Dashboard needs to have ability to display announcement and house technical assistance documents**.**
* State able to lock and unlock the data entry component per year.
* State will be able to assign and reset username and passwords of designated LEA staff.
* System would incorporate LEA school calendars from the Student Information Management System (SIMS) or LEA identified in the system. The system would need to have different school calendars.
* System would autogenerate the 25-school day evaluation timeline.
* Edit checks will be included to ensure LEA data is validated and report provide at LEA and state level on the errors.
* System will need to calculate if the LEA has met the state Indicator 11 target.
* State can edit the LEA data after it is locked to LEAs.
* LEAs can correct entry errors in the system or with an upload.
* LEA will need to sign off that data is valid and accurate. Once signed off, system will lock from additional data entry. Only the state level staff can reopen the sign off.
* State administrator must set data entry timeline and allow adjustments after initial timeline.
* System will maintain historical report.
* System will be able to have an annual data collection.
* State and LEA has ability to upload a student’s documents and LEA information related to the corrective action plan. Example documents can include referral, PPWN consent, and eligibility determination.
* System will allow designated state staff, contractors, and LEAs to access reports Special Education Federal State Performance Plan (SPP) data requirements.
* System will need to report evaluation timeline for a student’s data entry for both Indicator 11 and 12 together.

**Indicator 11 Corrective Action Plan:**

* Report includes:
	+ Date report sent, dates of submission documentation, description of noncompliance, related regulations, description of documentation of noncompliance, corrective action for the immediate fix and updated data and information submissions needed, along with timeline. Report will also include number of initial evaluations consent was received, number evaluations not completed in 25 school day timeline, and percent completed within timeline.
* State can edit the individual corrective action plan, insert values, school LEA names, dates, required documentation, etc.

**Indicator 11 Reporting:**

* System will generate a daily updated report to identify which LEAs have completed data entry, who has not entered data, and who has and has not signed off.
* State and LEA specific reports developed and auto generated with calculations completed for federal State Performance Plan (SPP) reporting which will include students reported under Indicator 11 and 12 components. State reports include:
	+ Lists all children uploaded or entered.
	+ Eligibility Report - List number of students that are eligible and not eligible by LEA.
	+ Over Days Report - Lists kids that are over 25 days
	+ Target Met - Indicator 11 - Display if the Indicator 11 target was met for statewide or single LEA.
	+ Target Met View All LEAs - Indicator 11 - View Indicator 11 Target Met for all LEAs instead of one at a time.
	+ Summary Report - Indicator 11 Summary Report at both the State level and LEA level
		- Number of Initial Evaluations 3-21 for whom parental consent to evaluate was received.
		- Number determined not eligible 3-21 whose evaluations were completed within 25 school day timeline.
		- Number determined eligible 3-21 whose evaluations were completed within 25 school day timeline.
		- Number of children whose evaluations were completed within the 25-school day timeline.
		- Percent 3-21 completed within in timeline.
		- Number of Initial evaluations Birth3 for whom parental consent to evaluate was received (pulled from Indicator 12)
		- Number determined not eligible B-3 whose evaluations were completed within 25-day timeline (pulled from Indicator 12)
		- Number determined eligible B-3 whose evaluations were completed within 25-day timeline (pulled from Indicator 12)
		- Percent completed B-3 within timeline (pulled from Indicator 12)
		- Total number of Initial Evaluations for whom parental consent to evaluate was received (Total combined Indicator 11 and 12)
		- Total number determined not eligible whose evaluation were completed within 25 days (Total combined Indicator 11 and 12)
		- Total number (11 and 12) determined eligible whose evaluations were completed within 25 day (Total combined Indicator 11 and 12)
		- Total percent (11 and 12) completed within timeline (Total combined Indicator 11 and 12)

**Indicator 12 Component**

Purpose: Percent of children referred by Part C prior to age 3, who are found eligible for Part B, and who have an IEP developed and implemented by their third birthdays.

**Indicator 12: Data Entry**

* Collect information on the person submitting the data: name, title, and contact information.
* Student state ID, name, date of birth, Date Permission Received Date last evaluation completed,
* Date eligibility determined.
* Eligible for Special education with drop down menu options.
* Eligibility category with drop down menu options.
* Date of IEP meeting
* Date services begin.
* Reason timeline was exceeded with drop down menu options.
* Open comment box
* Data edit checks include:
	+ LEA alerted of entry error such as over the 25-school day timeline for both Indicator 11 and 12.  This could be a text box or a colored cell.
	+ Indicator 12: LEA notified with an alert the eligibility and IEP meeting surpassed the 3rd birthday.  This could be a text box or a colored cell.

LEA will need to sign off that data is valid and accurate. Once signed off, system will lock from additional data entry. Only the state level staff can reopen the sign off.

**Indicator 12: System requirements**

* Dashboard needs to have ability to display announcement and house technical assistance documents.
* State able to lock and unlock the data entry component per year.
* State will be able to assign and reset username and passwords of designated LEA staff.
* Edit checks will be included to ensure LEA data is validated and report provide at LEA and state level on the errors.
* System will need to report evaluation timeline for a student’s data entry for both Indicator 11 and 12 together.
* System would incorporate LEA school calendars from the SIMS system or LEA identify in the system. The system would need to have different school calendars. System would autogenerate the 25-school day evaluation timeline.
* System will need to calculate if the LEA has met the state Indicator 12 target.
* State can edit the LEA data after it is locked to LEAs.
* LEAs can correct entry errors in the system or with an upload.
* System track which LEAs have completed sign off or has not signed off.
* System: State administrator must set data entry timeline and allow adjustments after initial timeline.
* System will maintain historical report.
* System will be able to have an annual data collection.
* State and LEA has ability to upload a student’s documents and LEA information related to the corrective action plan. Example documents can include referral, PPWN consent, and eligibility determination.
* System will allow designated state staff, contractors, and LEAs to access reports Special Education Federal State Performance Plan (SPP) data requirements.

**Indicator 12 Corrective Action Plan**

* Report includes:
	+ Date report sent, dates of submission documentation, description of noncompliance, related regulations, description of documentation of noncompliance, corrective action for the immediate fix and updated data and information submissions needed, along with timeline. Report will also include information in summary report (see in report section).
* State can edit the individual corrective action plan, insert values, school LEA names, dates, required documentation, etc.

**Indicator 12 Reporting:**

* + Sign off report by LEA that maintains historical sign off results.
	+ Lists all children uploaded or entered.
	+ Eligibility Report - List number of students that are eligible and not eligible by LEA.
	+ IEP Past 3rd Birthday – Lists students who had their IEP Developed after their 3rd birthday.
	+ Over Days Report - Lists kids that are over 25 days.
	+ Target Met - Indicator 12 - Display if the Indicator 12 target was met for statewide or single LEA.
	+ Target Met - View Indicator 12 Target Met for all LEAs instead of one at a time.
	+ Summary Report - Indicator 12 Summary report at both the State level and LEA level
1. # of children who have been served in Part C and referred to Part B for Part B eligibility determination.
2. # of those referred determined to be NOT eligible and whose eligibility was determined prior to their third birthdays.
3. # of those found eligible who have an IEP developed and implemented by their third birthdays.
4. # of children for whom parent refusal to provide consent caused delays in evaluation or initial services or to whom exceptions under 34 CFR §300.301(d) applied.
5. # of children determined to be eligible for early intervention services under Part C less than 90 days before their third birthdays.
6. # of children who did not have, and IEP developed and implemented by their 3rd birthday
	* + Percent = [(c) divided by (a - b - d - e - f)] times 100.

## **2.5 Child Count Reporting Module**

**Child Count Purpose:**

The purpose of this section is to annually meet the federal child count reporting of all students with disabilities receiving special education and related services on December 1 of the school year between ages of 3 and 21 inclusively. The child count collection is an unduplicated head count of students receiving special education services.

**Child Count Data:**

In South Dakota, student child count information will be entered into the Infinite Campus State Information Management System (SIMS) and then a child count report is exported from SIMS. This report will be used to upload to the Child Count Reporting Module for the December 1 snapshot of students who are eligible and receiving special education services.

Designated users will upload the report from SIMS that include LEA and school information, student demographic information, and relevant special education information for students including disability category(ies) and special services provided.

Sign off components for child count upload and final sign off after verification.

**Child Count System:**

* System will collect individual student level information by LEA.
* State will determine designated users by LEA and state level either through import or manually.
* State level users will have ability to provide and reset username and passwords.
* State will be able set data import timeline parameters and can be changed.
* Once data is uploaded, the system will need to conduct data verification procedures and create an accuracy check report for LEA designated user to correct.
* System will need to have sign off for different parts of the process: initial LEA sign-off the data is accurate and after state verification process.
* State has the ability to make edits to the data once the data has been uploaded by the LEA – this would include removing a sign-off on the data, making the edits, and then forcing the LEA user to go back in and review to sign-off again on the updated data.
* System will also need a component for the private school students eligible for special education and related services and those who are (and who are not) receiving services. This component will allow LEA to enter student manually and by upload.
* State needs an updated list of LEAs who has uploaded data and who has not, who has signed off, and send notifications and reminders depending on situation.
* State must be able to lock the system so LEAs are unable to make additional changes.
* System will allow designated state staff, contractors, and LEAs to access reports Special Education Federal State Performance Plan (SPP) data requirements.

**Child Count Reporting:**

* Reports must export CVS and excel options.
* Autism Report: lists all students under the autism spectrum disorder (560) category, filterable by LEA.
* Child Count List: lists all children on IEPs sorted by LEA and school.
* Child Count: Ages 3-5 Report: lists all children ages 3-5 on IEPs sorted by Least Restrictive Environment.
* Child Count: Ages 6-21 Report: lists all children ages 6-21 on IEPs sorted by Least Restrictive Environment.
* Child Count: By Age Report: child count report broken down by age.
* Child Count: By Grade Report: child count report broken down by grade.
* Disability Count Report: child count report broken down by disability.
* Disability Report: child count report that is filterable by year, LEA, school, and disability.
* Data Verification Report (DVR): ED Setting: lists children reported outside of approved mapping.
* DVR Report: Grade Age: lists children reported outside of age/grade range.
* Multiple Disability Report: lists all children with multiple disabilities and the funding levels by LEA and schools.
* Statistical Profile Report: child count report by gender, grade, age, ethnicity, education setting, year, LEA, school, and primary disability.
* Summary of Instructional Program Type: lists children by instructional program type.
* Federal report for EDFACTs submissions

# *The Following data collection and reporting requests may be included in the same system as above or in a separate system:*

**2.6 Indicator 14: Post School Survey Data Collection and Reporting Module**

**Indicator 14 Purpose:**

The purpose of this section is to collect information on percent of youth who are no longer in secondary school, had IEPs in effect at the time they left school, and were in enrolled in higher education, competitively employment or some other training or employment within one year of leaving high school.

**Indicator 14 Data:**

* LEA Data Entry Component:
	+ Timeline May to October 1 annually
	+ Collect information on the person submitting the data: name, title, and contact information,
	+ Part 1: LEAs enter demographic, program information, and follow up contact information for students that just left high school (age out, dropped out, graduated).
	+ Part 2 (after July 1): State conducts verification that all students who exited special education by July 1 are entered into system.
	+ Edit check missing required information and missing student information.
* Post School Outcome Survey (from May to Oct. 1 annually):
	+ Survey students who exited the prior school year section:
		- Designated interviewer will enter their contact information.
		- Track of date of attempts along with type of attempt (call, text, email, etc.).
		- Access to student’s contacts.
		- Access to survey and enter data and information about exiter engagement in post school activities related to employment, education/training, and other areas.
			* Part A: What did students do (post-secondary school)
			* Part B: Competitive Employment (at least minimum wage for at least 3 months)
			* Part C: Other Post-Secondary Education or Training (programs that don’t result in a degree, including military)
			* Part D: Other Employment (working on family farm, sub-minimum wage, self-employed, etc.)
			* Part E: Not Engaged
	+ In September, the districts will be notified of the list of students who have not been contacted. The district will have an opportunity to provide post-school outcomes information.

**Indicator 14 System:**

* State will have control who has access to the post-school outcome survey questions that include contractor or LEA.
* State level will be able to access all data entered into system.
* LEA level access to include reports.
* Data sorting option for State Educational Agency (SEA) and LEA levels.
* State set parameters for data entry dates.
* Edit student data if needed.
* Notification to LEAs to review data.
* System will allow designated state staff, contractors, and LEAs to access reports Special Education Federal State Performance Plan (SPP) data requirements.

**Indicator 14 Reporting:**

* All reports would have options for upload or download in CVS file or Excel options.
* Specific reports would be at State level and LEA level.
* LEA data entry per student.
* Post School Outcome Survey per student and aggregated to LEA level.
* Longitudinal report for federal reporting.
* Indicator 14 data: percentage and number of students for higher education, higher education plus competitive employment, and overall engagement percentage.
* Disaggregate data by LEA and subgroups.
* Respondent report.
* Aggregated reports developed using criteria determined by the state.
* Aggregated report at the LEA level and State level on all information collected.
* Report on which LEAs entered student information.
* Report on inconsistency or missing student level information.
* Incomplete Data Report – State and LEAs can both run this report to check for incomplete data.

## **2.7 Dispute Resolution Data Tracking Module**

Purpose: document special education dispute requests, track timelines, and requirements for each request.

**Dispute Resolution System & Data Needs:**

* Designated users will need to be able to input the following data for each of the four dispute resolution option requests (IEP facilitation, Mediation, Written State Complaints, Due process hearings/Expedited Due Process Hearings):
	+ Date received.
	+ Type of request
	+ Case Number Assigned
	+ LEA Name
	+ Parent/Guardian Name
	+ Due Dates
		- Final decision
		- Resolution/Mediation session & results
		- Written notice.
		- Hearing timeline
		- Decision date
	+ Person Filing
	+ Alleged Issues
	+ Findings of Noncompliance
	+ Mediation & Results
	+ Dismissal
	+ Issue Date of Findings
	+ CAP Plan due
	+ CAP received.
	+ One year closure date
	+ Actual closure date
	+ Closure Letter sent date.
	+ 1 year post closure follow-up date
	+ Assigned to
* Auto-generated timelines with ability to adjust manually.
* Ability for contractor and dispute coordinator to share documents.
* Ability for districts to upload documents to be shared with contractor
* Track timelines and send out reminders to Dispute Coordinator
* Send out form letters to specific LEAs/parties.
* Auto-generated reports for state and federal reporting
* LEAs upload corrective action documentation.
* Optional: System includes a website link for designated users to request dispute resolutions and would send notification of the request to Dispute Resolution Coordinator (DRC).

**Dispute Resolution Reporting Needs:**

* Reports that can be used for Federal Office of Special Education Programs (OSEP) Annual Progress Report submissions - State and LEA level.
* Ability to pull together summary data and a variety of reports to disaggregate the data.

**2.8 Suspension and Expulsion Federal Data Collection and Reporting Module**

**Suspension and Expulsion Purpose:**

The purpose of this section is to collect aggregate data on each LEA’s disciplinary removals from their regular school program (suspension and expulsion) of students with disabilities between July 1 to June 30 annually for ages 3-21 for federal and state reporting.

**Suspension and Expulsion Data:**

* All the below data collection must be separately documented at the LEA level disability, race ethnic, sex, English Learner identification, expulsion With/Without Disability.
* Children unilaterally removed.
	+ Incidents involving drugs.
	+ Incidents involving weapons.
	+ Incidents involving bodily injury.
* Hearing office removal.
* Children with out of school suspension or expulsions totaling less than and equal to 10 days.
* Children with out of school suspension or expulsions totaling greater than 10 days.
* Children with in- school suspension or expulsions totaling less than and equal to 10 days.
* Children with in- school suspension or expulsions totaling greater than to 10 days.
* Total removals.
* Children removed for a total of 1 day.
* Children removed for a total of 2 to 10 days.
* Children removed for a total of greater than 10 days.
* Tab or section collects Expulsion With/Without Disabilities which include children with disabilities ages 3-21 and children without disabilities in Grades K-12. Each will also identify who received education services and who did not during the expulsion period.

**Suspension and Expulsion System:**

* System must allow LEAs to upload aggregated data for disciplinary removals.
	+ State will be able to assign and reset username and passwords of designated LEA staff.
	+ Edit check will be included to ensure LEA data is validated and report provide at LEA and state level on the error.
	+ State can edit the LEA data.
	+ System: State administrator must set data entry timeline and allow adjustments after initial timeline. LEAs more time when necessary
* Align the design layout of the data entry could be as similar to the current system as possible.
* State will be allowed to provide access to designated personnel that includes state staff, contactors, and LEAs.

**Suspension and Expulsion Reporting:**

* LEA reporting requirements:
	+ All the below data collection must be separately documented by race/ethnicity, disability, sex, LEP status,
	+ Number of children removed to interim alternate education services by school or hearing officer,
	+ Number children and days removed for out of school suspension (OSS),
	+ Reason for removal for drugs, weapons, or serious bodily injury,
	+ Number of child subject to any OSS removal 1 day or less; or less and 2 to 10 days; and greater than 10 days
	+ Number of child subject to any in school removal 1 day or less; or less and 2 to 10 days; and greater than 10 days
* LEAs needs to see validated and checked accuracy of data entered before submitting – should not allow them to submit without accurate data.
* State administrator needs access to each LEA’s data to review and edit if necessary.
* LEA needs to receive helpful and dynamic messages alerting important or pertinent information (data checks) - I.e., totals need to be equal across areas to ensure all disciplinary actions are accounted for.
* Reports: State administrator will need option to select reports by individual LEAs or for all LEAs with state totals at the top so can quickly check data.
* State and LEA level disability, race ethnic, sex, English Learner identification, expulsion With/Without disability.
* Federal report for EDFACTs submissions

#### Hosting and Data Access Requirement

#### The contract doubles as an agreement for the State to own the data tables and is able to manipulate data, run reports as needed, pull code tables, access raw data, and develop dashboards as needed through Microsoft Power BI, ESRI, Tableau and associated platforms.

#### Single Sign-On Requirements

#### As part of the State’s Identity and Access Management (IAM) strategy, the proposed solution will need to integrate with the State of South Dakota’s standard identity management service single sign-on (SSO) which enables custom control of how citizens and state employees sign up, sign in, and manage their profiles.

The SSO supports two industry standard protocols: OpenID Connect and OAuth 2.0 (preferred). This identity management will handle password recovery and multi-factor authentication (MFA). MFA is required for all application Administrators and may be required for other users. Microsoft’s official documentation on the identity provider the State has implemented can be found at: 1) <https://docs.microsoft.com/en-us/azure/active-directory-b2c/> and <https://docs.microsoft.com/en-us/azure/active-directory-b2c/integrate-with-app-code-samples> for public/citizens (Azure B2C), 2) <https://learn.microsoft.com/en-us/azure/active-directory/architecture/auth-oauth2> and <https://learn.microsoft.com/en-us/azure/active-directory/develop/v2-protocols-oidc> for state employees, businesses, partners, providers, etc. (Azure Active Directory).

If the Consultant is not able to fulfill this identity management standard, they will be excluded from the list.

* 1. **Onboarding/Provisioning Users**
		1. The Consultant must describe how new users are onboarded/provisioned in the system using an external identity provider and provide an Identity/SSO/Login Design Document.
	2. **Interfaces and Integration**
		1. The Consultant must describe how the system can adapt to business necessary interfaces using widely adopted open APIs and standards. Additionally, the State expects that the offeror will make available/expose software services and publish documentation for those software services that would enable third party developers to interface other business applications. A detailed description of system capability shall be included in the proposal.

# Solution Diagram

# The Consultant must provide a solution diagram providing specific details of how the entire solution will meet the requirements of the RFP. This will include integration with the State’s infrastructure, existing systems that will integrate with the proposed solution, how data would flow between systems, the technology stack of the solution including any dependencies, and include user onboarding/provision, SSO, etc.

# Additional Technolgoy Project Deliverables/Approach/Methodology

# If the State will be hosting the solution the offeror will provide a system diagram. The diagram must be detailed enough that the State can understand the components, the system flow, and system requirements. It is preferred that the diagram be provided as a separate document or attachment. The file must be named “(Your Name) System Diagram and Requirements”. If the Consultant elects to make the diagram part of the proposal, then the location of the diagram must be clearly indicated in the Table of Contents.

# If the Consultant is hosting the solution, provide a diagram giving an overview of the proposed system. It is preferred that this diagram be provided as a separate document or attachment. The file must be named “(Your Name) Hosted System Diagram”. If the Consultant elects to make the diagram part of the proposal, then the location of the diagram must be clearly indicated in the Table of Contents.

* + 1. The Consultant should state whether its proposed solution will operate in a virtualized environment. Consultant also should identify and describe all differences, restrictions or limitations of its proposed solution with respect to operation, licensing, support, certification, warranties, and any other details that may impact its proposed solution when hosted in a virtualized environment. This information must be included with the solution diagram for the Consultant hosted solution.
		2. This section identifies tasks and deliverables of the project as described in Section 2 above. The selected Consultant is responsible for providing the required deliverables. These deliverables will be the basis against which the Consultant’s performance will be evaluated.

# The Consultant is required to include a test system for its application. This test system will be used at the discretion of BIT. All resource costs associated with keeping the test system available must be borne by the project owner or the Consultant. Any licensing costs for the test system must be included with the costs.

* + 1. At BIT’s discretion, any code changes made by the Consultant, either during this project or thereafter, will be placed in the above test system first. It is at BIT’s discretion if the code changes are applied by BIT or the Consultant. If the code testing delays a project’s timeline, a change management process should be followed, and the State will not be charged for this project change. If the test and production systems are to be hosted by the State, the schedule for the testing of the code changes is to be decided by BIT. Testing of emergency code changes will be scheduled by BIT based on the severity and resource availability.
		2. The test system will be maintained by the Consultant as a mirror image of the production system code base. At BIT’s discretion, updates to the production system will be made by copying code from the test system after the test system passes BIT certification requirements.
		3. If BIT determines that the application must be shut down on the production system, for any reason, the Consultant will, unless approved otherwise by BIT, diagnosis the problem on and make all fixes on the test system. The Consultant is expected to provide proof, to BIT, of the actions taken to remediate the problem that led to the application being denied access to the production system before the application can go back into production. This proof can be required by BIT even if the fix passes all BIT certification criteria. BIT is willing to sign a non-disclosure agreement with the Consultant if the Consultant feels that revealing the fix will put the Consultant’s intellectual property at risk.
		4. All solutions acquired by the State that are hosted by the Consultant, including Software as a Service, or hosted by a third-party for the Consultant will be subjected to security scans by BIT or preapproved detailed security scan report provided by the Consultant. The scan report sent in with the proposal can be redacted by the Consultant. The State’s goal at this point is to see if the contents of the report will be acceptable, not to review the contents themselves. If the Consultant will be providing a security scan report, one must be sent with the proposal for approval. Approval is not guaranteed. If the scan report is not acceptable, the State must scan the Consultant’s solution. The actual scanning by the State or the submission of a security scan report will be done if the proposal is considered for further review. A detailed security report must consist of at least:

# The system that was evaluated (URL if possible, but mask it if needed).

# The categories that were evaluated (example: SQL injection, cross site scripting, etc.)

# What were the general findings, (meaning how many SQL injection issues were found, what was the count per category)

# Technical detail of each issue found. (where was it found – web address, what was found, the http response if possible)

* + 1. The cost of any scans done by the Consultant or the Consultant’s costs associated with the State’s scans must be part of the Consultant’s bid. If the Consultant is sending a security scan report, it should price the product both as if the State was to do the security scan or if the Consultant was to do the security scan.
		2. All hardware, website(s), or software purchased by the State and hosted by the State will be subjected to security scans by BIT.
		3. Security scanning will be performed during the software development phase and during pre-production review. These scans and tests can be time consuming and should be allowed for in project planning documents and schedules. Products that do not meet BIT’s security and performance requirements will not be allowed to go into production and may be barred from UAT until all issues are addressed to the State’s satisfaction. The State urges the use of industry scanning/testing tools and secure development methods be employed to avoid unexpected costs and project delays. Costs to produce and deliver secure and reliable applications are the responsibility of the software entity producing or delivering an application to the State. Unless expressly indicated in writing, the State assumes all price estimates and bids are for the delivery and support of applications and systems that will pass security and performance testing. If the State determines the hardware, website(s), software, and or cloud services have security vulnerabilities that must be corrected, the State will inform the Consultant of the nature of the issue and the Consultant will be required to respond in writing regarding mitigation plans for the security vulnerabilities. If the product(s) does not pass the initial security scan, additional security scans may be required to reach an acceptable level of security. The Consultant must pass a final follow-up security scan for the website(s), software or cloud services for the product(s) to be acceptable products to the State. The State may suspend or cancel payments for hardware, website(s), software, or cloud services that do not pass a final security scan.
		4. Any website or web application hosted by the Consultant that generates email cannot use “@state.sd.us” as the originating domain name per state security policy.
		5. As part of this project, the Consultant will provide a monitoring tool the State can utilize to monitor the operation of the proposed solution as well as all systems and all subcomponents and connections. It is required that this tool be easy to use and provide a dashboard of the health of the proposed solution. The effectiveness of this monitoring tool will be a component of the acceptance testing for this project.
		6. As part of the project plan, the Consultant will include development of an implementation plan that includes a back out component. Approval of the implementation plan by BIT should be a project milestone. Should the implementation encounter problems that cannot be resolved and the implementation cannot proceed to a successful conclusion, the back out plan will be implemented. The Implementation and back out documentation will be included in the project documentation.
		7. The successful Consultant will use the approved BIT processes and procedures when planning its project, including BIT’s change management process. Work with the respective agency’s BIT Point of Contact on this form. The Change Management form is viewable only to BIT employees. The purpose of this form is to alert key stake holders (such as: Operations, Systems Support staff, Desktop Support staff, administrators, Help Desk personnel, client representatives, and others) of changes that will be occurring within state resources and systems to schedule the:
* Movement of individual source code from test to production for production systems
* Implementation of a new system
* A major enhancement to a current system or infrastructure changes that impact clients
* Upgrades to existing development platforms
	+ 1. If as part of the project the state will be acquiring software the proposal should clearly state if the software license is perpetual or a lease. If both are options, the proposal should clearly say so and state the costs of both items separately.

Include in your submission details on your:

* Data loss prevention methodology;
* Identity and access management;
* Security intelligence;
* Annual security training and awareness;
* Manual procedures and controls for security;
* Perimeter controls
* Security certifications and audits.
	+ 1. If the Consultant will have State data on its system(s) or on a third-party’s system and the data cannot be sanitized at the end of the project, the Consultant’s proposal must indicate this and give the reason why the data cannot be sanitized as per the methods in NIST 800-88.
		2. The Consultant’s solution cannot include any hardware or hardware components manufactured by Huawei Technologies Company, Nutech, or ZTE Corporation or any subsidiary or affiliate of such entities. This includes hardware going on the State’s network as well as the Consultant’s network if the Consultant’s network is accessing the State’s network or accessing State data. This includes Infrastructure as a Service, Platform as a Service or Software as a Service situations. Any company that is considered to be a security risk by the government of the United States under the International Emergency Economic Powers Act, in a United States appropriation bill, an Executive Order, or listed on the US Department of Commerce’s Entity List will be included in this ban.

# If the Consultant’s solution requires accounts allowing access to State systems, then the Consultant must indicate the number of the Consultant’s staff or subcontractors that will require access, the level of access needed, and if these accounts will be used for remote access. These individuals will be required to use Multi-Factor Authentication (MFA). The State’s costs in providing these accounts will be a consideration when assessing the cost of the Consultant’s solution. If the Consultant later requires accounts that exceed the number of accounts that was originally indicated, the costs of those accounts will be borne by the Consultant and not passed onto the State. All State security policies can be found in the Information Technology Security Policy (ITSP) attached to this RFP. The Consultant should review the State’s security policies regarding authorization, authentication, and, if relevant, remote access (See ITSP 230.67, 230.76, and 610.1). Use of Remote Access Devices (RAD) by contractors to access the State’s system must be requested when an account is requested. The Consultant should be aware that access accounts given to non-state employees, Non-State (NS) accounts, will be disabled if not used within 90 days. A NS account may be deleted after 30 days if it is not used.

* + 1. Regression Testing- Regression testing is the process of testing changes to computer programs to make sure that the older programming still works with the new changes.
		2. Functional Testing- Functional testing is primarily used to verify that a piece of software is meeting the output requirements of the end-user or business. Typically, functional testing involves evaluating and comparing each software function with the business requirements. Software is tested by providing it with some related input so that the output can be evaluated to see how it conforms, relates or varies compared to its base requirements. Moreover, functional testing also checks the software for usability, such as ensuring that the navigational functions are working as required. Some functional testing techniques include smoke testing, white box testing, black box testing, and unit testing.
		3. Performance Testing- Performance testing is the process of determining the speed or throughput of an application. This process can involve quantitative tests such as measuring the response time or the number of millions of instructions per second (MIPS) at which a system functions. Qualitative attributes such as reliability, scalability, and interoperability may also be evaluated. Performance testing is often done in conjunction with load testing.
		4. Load Testing- Load testing is the process of determining the ability of an application to maintain a certain level of effectiveness under unfavorable conditions. The process can involve tests such as ramping up the number of users and transactions until the breaking point is reached or measuring the frequency of errors at your required load. The term also refers to qualitative evaluation of factors such as availability or resistance to denial-of-service (DoS) attacks. Load testing is often done in conjunction with the more general process of performance testing. Load testing is also known as stress testing.
		5. User Acceptance Testing- User acceptance testing (UAT) is the last phase of the software testing process. During UAT, actual software users test the software to make sure it can handle required tasks in real-world scenarios, according to specifications. UAT is one of the final and critical software project procedures that must occur before newly developed or customized software is rolled out. UAT is also known as beta testing, application testing or end user testing. In some cases, UAT may include piloting of the software.
		6. The State, at its sole discretion, may consider a solution that does include all or any of these deliverables or consider deliverables not originally listed. Consultant must highlight any deliverable it does not meet and give any suggested “work-around” or future date that it will be able to provide the deliverable.

# Non-Standard Hardware and Software.

# State standard hardware and software should be utilized unless there is a reason not to. If your proposal will use non-standard hardware or software, you must first obtain State approval. If your proposal recommends using non-standard hardware or software, the proposal should very clearly indicate what non-standard hardware or software is being proposed and why it is necessary to use non-standard hardware or software to complete the project requirements. The use of non-standard hardware or software requires use of the State’s New Product Process. This process can be found through the Standards’ page and must be performed by State employees. The costs of such non-standard hardware or software should be reflected in your cost proposal. The work plan should also account for the time needed to complete the New Product Process. See https://bit.sd.gov/bit?id=bit\_standards\_overview, for lists of the State’s standards. The proposal should also include a link to your hardware and software specifications.

# If non-standard hardware or software is used, the project plan and the costs stated in Section 6 must include service desk and field support, since BIT can only guarantee best effort support for standard hardware and software. If any software development may be required in the future, hourly development rates must be stated. The project plan must include the development and implementation of a disaster recovery plan since non-standard hardware and software will not be covered by the State’s disaster recovery plan. This must also be reflected in the costs.

# Background Checks. The Consultant must include the following statement in its proposal:

# (Company name here) acknowledges and affirms that it understands that the (company name here) employees who have access to production Personally Identifiable Information (PII), data protected under the Family Educational Rights and Privacy Act (FERPA), Protected Health Information (PHI), Federal Tax Information (FTI), any information defined under state statute as confidential or have access to secure facilities will have fingerprint-based background checks. These background checks will be used to check the criminal history records of the State as well as the Federal Bureau of Investigation’s records. (Company name here) acknowledges and affirms that this requirement will extend to include any Subcontractor’s, Agents, Assigns and or Affiliated Entities employees.

# Proposal Response

The Consultant is cautioned that it is the Consultant’s sole responsibility to submit information related to the evaluation categories and that the State is under no obligation to solicit such information if it is not included with the proposal. The Consultant's failure to submit such information may cause an adverse impact on the evaluation of the proposal.

* 1. An original and two (2) copies shall be submitted.
		1. In addition, the Consultant shall provide one (1) copy of their entire proposal, including all attachments, in Microsoft Word or PDF electronic format. Consultants shall enclose the electronic copy with their mailed response and may not send the electronically copy of their proposal via email.
	2. The proposal must be page numbered and should have an index and/or a table of contents referencing the appropriate page numbers.
	3. All proposals must be organized and tabbed with labels for the following headings:
		1. **RFP Form.** The State’s Request for Proposal Form completed and signed.
		2. **Executive Summary.** The one- or two-page executive summary is to briefly describe the Consultant’s proposal. This summary should highlight the major features of the proposal. It must indicate any requirements that cannot be met by the Consultant. The reader should be able to determine the essence of the proposal by reading the executive summary. Proprietary information requests must be identified in this section.
		3. **Examples of Similar Work.** This section should include brief descriptions and work samples from three previous jobs of a similar nature that the agency has completed. Provide the following information related to at least three previous or current projects, performed by the Consultant’s organization, which are similar to the requirements of this RFP. In addition, provide this information for any project that has been terminated, expired or not renewed in the past three years.
			1. Name, address and telephone number of client/contracting agency and a representative of that agency who may be contacted for verification of all information submitted;
			2. Dates of the service/contract; and
			3. A brief, written description of the specific prior services performed and requirements thereof.
		4. **Detailed Response.**  This section should constitute the major portion of the proposal and must contain at least the following information:
			1. A complete narrative of the Consultant's assessment of the work to be performed, the Consultant’s ability and approach, and the resources necessary to fulfill the requirements. This should demonstrate the Consultant's understanding of the desired overall performance expectations.

* + - 1. A specific point-by-point response, in the order listed, to each Scope of Work requirement in Section 2 above. The response should identify each requirement being addressed as enumerated in the RFP.
			2. A clear description of any options or alternatives proposed.
		1. **Financial Statements.** The Consultant must submit a copy of their most recent audited financial statements. The Consultant may mark its financial statements as proprietary in accordance with Section 1 above.
		2. **South Dakota Substitute W9.** Complete the substitute W9 form attached herein as Exhibit B. Do not type a signature in the signature line. The signature must be handwritten and a copy attached to the RFP proposal.
		3. **Certification Relating to Prohibited Entity**. Complete the Contractor certification required by South Dakota SDCL § 5-18D-12 attached herein as Exhibit C.
		4. **Completion of BIT Security and Vendor Questions.** The Consultant must complete and submit the BIT Security and Vendor Questions attached to this RFP as Exhibit F. These questions and the Consultant’s responses may be used in the proposal evaluation.

It is preferred that the Consultant’s response to these questions is provided as a separate document from the RFP response. If the Consultant will be hosting the solution, the file name must be “(Your Name) Hosted Security and Vendor Questions Response”. If the solution will be hosted by the State, the file must be named “(Your Name) Security and Vendor Questions Response State Hosted”. If the solution is not a hosted solution, the file name must be “(Your Name) Security and Vendor Questions Response”. If there are multiple non-hosted solutions, please provide some designation in the file name that indicates which proposal it goes to. This document cannot be a scanned document but must be an original. If the Consultant elects to make the Security and Vendor Questions part of its response, the questions must be clearly indicated in the proposal’s Table of Contents. A single numbering system must be used throughout the proposal.

# Proposal Evaluation and Award

* 1. After determining that a proposal satisfies the mandatory requirements stated in the Request for Proposal, the evaluator(s) shall use subjective judgment in conducting a comparative assessment of the proposal by considering each of the following criteria:

# Cost and Reliability;

# Specialized expertise, capabilities, and technical competence as demonstrated by the proposed approach and methodology to meet the project requirements;

# Resources available to perform the work, including any specialized services or personnel, within the specified time limits for the project;

# Record of past performance, including price and cost data from previous projects, quality of work, ability to meet schedules, cost control, and contract administration;

# Availability to the project locale;

# Familiarity with the project locale;

# Proposed project management techniques; and

# Ability and proven history in handling special project constraints.

* 1. The evaluators will evaluate and score the proposals according to the criteria and point values shown in Table 1 below.

**Table 1. Proposal Content Evaluation and Score Criteria**

|  |  |  |  |
| --- | --- | --- | --- |
| **Section** |  | **Points****Possible** | **Score** |
| Cost and Reliability |  | 20 |  |
| Experience, Qualifications, and Approach |  | 25 |  |
| Resources available to perform the work |  | 15 |  |
| Record of Past Performance |  | 10 |  |
| Availability to and familiarity with the project locale | 5 |  |
| Proposed project management techniques |  | 15 |  |
| Ability and proven history in handling special project constraints | 10 |  |
|  | **Maximum Total** | 100 |  |

* 1. Experience and reliability of Consultant’s organization and personnel are considered subjectively in the evaluation process. Therefore, the Consultant is advised to submit any information which documents successful and reliable experience in past performances, especially those performances related to the requirements of this RFP.
	2. The qualifications of the personnel proposed by the Consultant to perform the requirements of this RFP, whether from the Consultant's organization or from a proposed subcontractor, will be subjectively evaluated. Therefore, the Consultant should submit detailed information related to the experience and qualifications, including education and training, of proposed personnel.
	3. The State reserves the right to reject any or all proposals, waive technicalities, and make awards as deemed to be in the best interest of the State of South Dakota. If it is deemed to be in the best interest of the State of South Dakota, the State may accept more than one proposal and divide the services covered by this RFP into more than one contract or Consultant.
	4. **Discussions with Consultants.** An oral presentation by a Consultant to clarify a proposal may be required at the sole discretion of the State. However, the State may award a contract based on the initial proposals received without discussion with the Consultant. If oral presentations are required, they will be scheduled after the submission of proposals. Oral presentations will be made at the Consultant’s expense.
	5. Any Consultant that is a finalist may need to be prepared to have an onsite meeting. At that time, Consultant shall provide a series of live demonstrations for evaluation as well as make available key staff for interviews.
	6. This process is a Request for Proposal/Competitive Negotiation process. Each proposal shall be evaluated, and each respondent shall be available for negotiation meetings at the State’s request. The State reserves the right to negotiate on any and all components of every proposal submitted. From the time the proposals are submitted until the formal award of a contract, each proposal is considered a working document and, as such, will be kept confidential. The negotiation discussions will also be held as confidential until such time as the award is completed.
	7. **Award:** The State and the highest ranked Consultant will mutually discuss and refine the scope of work for the project and will negotiate terms, including compensation and performance schedule.

If the State and the highest ranked Consultant are unable for any reason to negotiate a contract, the State will, either orally or in writing, terminate negotiations with the Consultant. The State may then negotiate with the next highest ranked Consultant.

The negotiation process may continue through successive Consultants, according to the evaluation ranking, until an agreement is reached or the State terminates the contracting process.

# Cost Proposal

* 1. The financial commitment required of the State is an important consideration. The proposed costs will be reviewed in conjunction with all other criteria. Costs will be evaluated to determine if all applicable cost components are clearly, concisely, and completely addressed by the Consultant. The costs must be reasonable, realistic, and include all possible costs.
	2. The Consultant is strongly encouraged to identify the critical cost factors from the Scope of Work in Section 2 above and itemize as much as possible for these activities. The State expects a detailed budget submitted by the Consultant.
	3. All invoices submitted through the duration of this contract are to be submitted in a consistent manner and include line item costs per deliverable. All cost information shall be presented in a uniform manner.

EXHIBIT A – STANDARD CONTRACT TERMS AND CONDITIONS

Any contract or agreement resulting from this RFP will include the State’s standard terms and conditions as listed below, along with any additional terms and conditions as negotiated by the parties:

1. The Consultant will perform those services described in the Work Plan, which will be attached to the contract as Exhibit A and incorporated by reference. The Consultant’s response to this RFP shall be considered part of the Work Plan.
2. The services to be provided under the contract shall commence and terminate on mutually agreed upon dates. Terms for early termination shall be included in the agreement as negotiated by the parties.
3. The terms of the agreement shall state whether or not the Consultant will use State equipment, supplies or facilities. If the Consultant will use State equipment, supplies or facilities, the scope and conditions of such use will be clearly indicated in the agreement.
4. Unless otherwise negotiated and agreed upon by the parties, the State will make payment in compliance with the Prompt Payment Act, SDCL 5-26 for services provided under the contract.
5. The agreement shall indicate whether or not the State shall have the option to renew the agreement. If a renewal option is specified, the State shall have the option to renew the agreement (unless otherwise modified by a special contract term, condition, or specification), under the same terms and conditions, for one (1) year intervals. Notice of intent to renew shall be given by the State to the Consultant as mutually agreed upon prior to the end of the current contract term. If the notice of intent to renew is given, the Agreement shall renew unless terminated by either party pursuant to the Termination Provision of the Agreement.
6. The Consultant, at all times during the term of this Agreement, shall obtain and maintain in force insurance coverage of the types and with the limits as follows:
	1. Commercial General Liability Insurance:

The Consultant shall maintain occurrence based commercial general liability insurance or equivalent form with a limit of not less than $1,000,000.00 for each occurrence. If such insurance contains a general aggregate limit it shall apply separately to this Agreement or be no less than two times the occurrence limit.

* 1. Business Automobile Liability Insurance:

The Consultant shall maintain business automobile liability insurance or equivalent form with a limit of not less than $1,000,000.00 for each accident. Such insurance shall include coverage for owned, hired and non-owned vehicles.

* 1. Worker’s Compensation Insurance:

The Consultant shall procure and maintain workers’ compensation and employers’ liability insurance as required by South Dakota law.

* 1. Professional Liability Insurance or Miscellaneous Professional Liability Insurance:

The Consultant agrees to procure and maintain professional liability insurance or miscellaneous professional liability insurance with a limit not less than $1,000,000.00.

Before beginning work under this Agreement, Consultant shall furnish the State with properly executed Certificates of Insurance which shall clearly evidence all insurance required in this Agreement. In the event of a substantial change in insurance, issuance of a new policy, or cancellation or nonrenewal of the policy, the Consultant agrees to provide immediate notice to the State and provide a new certificate of insurance showing continuous coverage in the amounts required. Consultant shall furnish copies of insurance policies if requested by the State.

1. Any notice or other communication required under this Agreement shall be in writing and sent to the address set forth above. Notices shall be given by and to \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ on behalf of the State, and by \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_, on behalf of the Consultant, or such authorized designees as either party may from time to time designate in writing. Notices or communications to or between the parties shall be deemed to have been delivered when mailed by first class mail, provided that notice of default or termination shall be sent by registered or certified mail, or if personally delivered, when received by such party.

8. While performing services hereunder, the Consultant is an independent contractor and not an officer, agent or employee of the State of South Dakota. The Consultant will provide the State with its Employer Identification Number, Federal Tax Identification Number or Social Security Number upon execution of this Agreement.

9. Consultant agrees to hold harmless and indemnify the State of South Dakota, its officers, agents and employees, from and against any and all actions, suits, damages, liability or other proceedings which may arise as a result of performing services hereunder. This section does not require the Consultant to be responsible for or defend against claims or damages arising solely from errors or omissions of the State, its officers, agents or employees.

10. Consultant agrees to report to the State any event encountered in the course of performance of this Agreement which results in injury to the person or property of third parties, or which may otherwise subject Consultant or the State to liability. Consultant shall report any such event to the State immediately upon discovery. Consultant’s obligation under this paragraph shall only be to report the occurrence of any event to the State and to make any other report provided for by Consultant’s duties or applicable law. Consultant’s obligation to report shall not require disclosure of any information subject to privilege or confidentiality under law (e.g., attorney-client communications). Reporting to the State under this paragraph shall not excuse or satisfy any obligation of Consultant to report any event to law enforcement or other entities under the requirements of any applicable law.

 11. The Consultant will comply with all federal, state and local laws, regulations, ordinances, guidelines, permits and requirements applicable to providing services pursuant to this Agreement, and will be solely responsible for obtaining current information on such requirements.

12. The Consultant may not use subcontractors to perform the services described herein without the express prior written consent of the State. The Consultant is solely responsible for the performance of any subcontractor. The Consultant will include provisions in its subcontracts requiring its subcontractors to comply with the applicable provisions of this Agreement, to indemnify the State, and to provide insurance coverage for the benefit of the State in a manner consistent with this Agreement. The Consultant will cause its subcontractors, agents, and employees to comply with applicable federal, state and local laws, regulations, ordinances, guidelines, permits and requirements and will adopt such review and inspection procedures as are necessary to assure such compliance.

13. This Agreement may not be assigned without the express prior written consent of the State. An assignment may not operate to relieve Consultant of any of its duties and obligations under this Agreement, nor may such assignment affect any remedies available to the State that may arise from any breach of the provisions of the Agreement, including but not limited to rights of setoff. Any attempted assignment, transfer or delegation in contravention of this paragraph shall be null and void. This Agreement shall inure to the benefit of and be binding on the parties hereto and their permitted successors and assigns.

14. The Consultant hereby acknowledges and agrees that all reports, plans, specifications, technical data, miscellaneous drawings, software system programs and documentation, procedures, or files, operating instructions and procedures, source code(s) and documentation, including those necessary to upgrade and maintain any software program, and all information contained therein provided to the State by the Consultant in connection with its performance of services under this Agreement shall belong to and is the property of the State and will not be used in any way by the Consultant without the written consent of the State. Papers, reports, forms, software programs, source code(s) and other material which are a part of the work under this Agreement will not be copyrighted without written approval of the State.

15. The Consultant certifies that neither Consultant nor its principals are presently debarred, suspended, proposed for debarment or suspension, or declared ineligible from participating in transactions by the federal government or any state or local government department or agency. The Consultant further agrees that it will immediately notify the State if during the term of this Agreement Consultant or its principals become subject to debarment, suspension or ineligibility from participating in transactions by the federal government, or by any state or local government department or agency. The Consultant further certifies that neither it nor its principals have, within a three (3) year period preceding the awarding of this Agreement, been convicted of or had a civil judgment rendered against it for commission of fraud or been convicted of a criminal offense in connection with obtaining, attempting to obtain, or performing a federal, state, or local transaction or contract or been convicted of a violation of federal or state antitrust statutes, embezzlement, theft, forgery, bribery, falsifications, destruction of records, making false statements, or receiving stolen property. Consultant further certifies that neither it nor its principals have, within a three (3) year period preceding this contract, had a federal, state, or local transaction terminated for cause or default.

16. The award of this Agreement to Consultant is not in any way an endorsement of Consultant or Consultant’s services by the State and may not be so represented by Consultant in any advertising or publicity materials. Consultant agrees to submit to the State all advertising, sales promotion, and other publicity relating to this Agreement wherein the State’s name is mentioned or language is used from which the connection of the State’s name therewith may, in the State’s judgment, be inferred or implied. Consultant further agrees not to publish or use such advertising, sales promotion, or publicity without the prior written consent of the State. Consultant may not in any way contract on behalf of or in the name of the State, nor may Consultant release any informational pamphlets, notices, press releases, research reports, or similar public notices concerning this Agreement without obtaining the prior written approval of the State.

17. Payment will be made pursuant to itemized invoices submitted with a signed state voucher. Each invoice must reference the Agreement number and provide detailed information in a format as requested by the State. Payment will be made consistent with SDCL Ch. 5-26. Consultant acknowledges that it would be difficult or impracticable for the State to provide the notice of disagreement provided for by SDCL 5-26-5 within the ten days provided by that section. Accordingly, Consultant hereby waives the application of that section to this Agreement.

18. The payment of any invoice by the State will not prejudice the State’s right to object to or question that or any other invoice or matter in relation thereto. The Consultant shall promptly, but in all cases within thirty days of notification, pay to the State the full amount of any erroneous payment or overpayment upon notice of an erroneous payment or overpayment to which Consultant is not entitled. If Consultant fails to make such a timely refund, the State shall charge Consultant one percent (1%) per month on the amount due until paid in full.

19. The State is a sovereign entity, and shall not be liable for the payment of federal, state and local sales, use and excise taxes, including any interest and penalties from any related deficiency, which may become due and payable as a consequence of this Agreement.

20. Amounts due to the State by Consultant, including but not limited to damages, or claims for damages, may be deducted or set-off by the State from any money payable to Consultant pursuant to this Agreement.

21. Consultant shall maintain documentation for all work performed or money received under this Agreement for a period of five (5) full years following completion of this Agreement. This documentation may be subject to audit, at any reasonable time and upon reasonable notice, by State or federal authorities.

22. Claims for payment must be submitted on an invoice within forty-five (45) days of the date upon which the Consultant knew or should have known of the claim or forty-five (45) days after the termination or expiration of this Agreement, whichever is earlier. If an invoice cannot be submitted within forty-five days, then written notice and an explanation of need must be provided to the State for consideration of an extension, which shall be in the sole discretion of the State. Failure of the Consultant to abide by this paragraph shall relieve the State of any obligation to pay for such claim.

23. This Agreement may be terminated by either party hereto upon thirty (30) days written notice. In the event the Consultant breaches any of the terms or conditions hereof, this Agreement may be terminated by the State at any time with or without notice. If termination for such a default is effected by the State, any payments due to Consultant at the time of termination may be adjusted to cover any additional costs to the State because of Consultant's default. Upon termination the State may take over the work and may award another party an agreement to complete the work under this Agreement. If after the State terminates for a default by Consultant it is determined that Consultant was not at fault, then the Consultant shall be paid for eligible services rendered and expenses incurred up to the date of termination.

24. This Agreement depends upon the continued availability of appropriated funds and expenditure authority from the Legislature for this purpose. If for any reason the Legislature fails to appropriate funds or grant expenditure authority, or funds become unavailable by operation of law or federal funds reductions, this Agreement will be terminated by the State. Termination for any of these reasons is not a default by the State nor does it give rise to a claim against the State.

25. The parties mutually agree that neither of them shall disclose the contents of the agreement except as required by applicable law or as necessary to carry out the terms of the agreement or to enforce that party’s rights under this agreement. Consultant acknowledges that the State and its agencies are public entities and thus are bound by South Dakota open meetings and open records laws. It is therefore not a breach of this agreement for the State to take any action that the State reasonably believes is necessary to comply with the South Dakota open records or open meetings laws, including but not limited to posting this Agreement on the State’s website. If work assignment performed in the course of this Agreement required security requirements or clearance, the Consultant will be required to undergo investigation.

 26. This Agreement shall be governed by and construed in accordance with the laws of the State of South Dakota. Any lawsuit pertaining to or affecting this Agreement shall be venued in Circuit Court, Sixth Judicial Circuit, Hughes County, South Dakota.

27. All other prior discussions, communications and representations concerning the subject matter of this Agreement are superseded by the terms of this Agreement, and except as specifically provided herein, this Agreement constitutes the entire agreement with respect to the subject matter hereof.

28. This agreement may not be amended except in writing, which writing shall be expressly identified as a part hereof, and be signed by an authorized representative of each of the parties hereto.

29. In the event that any court of competent jurisdiction shall hold any provision of this Agreement unenforceable or invalid, such holding shall not invalidate or render unenforceable any other provision hereof.

30. No remedy conferred by any of the specific provisions of the Agreement is intended to be exclusive of any other remedy, and each and every remedy may be cumulative and may be in addition to every other remedy given under this agreement, not and hereafter existing at law or in equity or by statue or otherwise. The election of any one or more remedies by either party shall not constitute a waiver of the right to pursue other available remedies.

31. Except as otherwise specifically provided herein, any failure or delay by either party to exercise or partially exercise any right, power or privilege under this Agreement may not be deemed a waiver of any such right, power, or privilege under this Agreement. Any waivers granted by the State for breaches hereof shall not indicate a course of dealing of excusing other or subsequent breaches. The State’s pursuit or non-pursuit of a remedy under this Agreement for Consultant’s breach of its obligations will neither constitute a waiver of any such remedies or any other remedy that the State may have at law or equity for any other occurrence of the same or similar breach, nor prevent the State from pursuing such remedy.

32. The parties expressly agree that no provision of this Agreement is in any way intended to constitute a waiver by the State of any immunities from suit or from liability that the State may have by operation of law.

33. This Agreement is intended to govern only the rights and interest of the parties named herein.  It is not intended to, does not and may not be relied upon to create any rights, substantial or procedural, enforceable at law by any third party in any matters, civil or criminal.

34. Agreement, nor may such assignment affect any remedies available to the State that may arise from any breach of the provisions of the Agreement, including but not limited to rights of setoff. Any attempted assignment, transfer or delegation in contravention of this paragraph shall be null and void. This Agreement shall inure to the benefit of and be binding on the parties hereto and their permitted successors and assigns.

35. Pursuant to Executive Order 2022-02, Consultant certifies and agrees that all actions taken in performance with this agreement will not promote inherently divisive concepts or direct or compel any department employees, students, teachers, or school district employees to personally affirm, adopt, or adhere to inherently divisive concepts. “Inherently divisive concepts,” means advancing any ideas in violation of the Civil Rights Act of 1964, including, but not limited to, any of the following concepts:

(i) that one race, color, religion, sex, ethnicity, or national origin is inherently superior to another race, color, religion, sex, ethnicity, or national origin;

(ii) that an individual should be discriminated against or adversely treated solely or partly on the basis of his or her race, color, religion, sex, ethnicity, or national origin,

(iii) that an individual's moral character is inherently determined by his or her race, color, religion, sex, ethnicity, or national origin,

(iv) that an individual, by virtue of the individual's race, color, religion, sex, ethnicity, or national origin, is inherently racist, sexist, or oppressive, whether consciously or subconsciously,

(v) that an individual, by virtue of the individual's race, color, religion, sex, ethnicity, or national origin, is responsible for actions committed in the past by other members of the same race, color, religion, sex, ethnicity, or national origin, or

(vi) that meritocracy or traits, such as a strong work ethic, are racist or sexist, or were created by a particular race or sex to oppress members of another race or sex.

In the event of Consultant’s noncompliance with the requirements of this section may be grounds

for termination of this agreement. Consultant shall include the provisions of this section in each

subcontract, so that the provisions shall be binding upon each subcontractor.