Q&A Document




Date: 04/05/24
Subject: Questions & Answers, RFP#24RFP9900
In accordance with the subject Request for Proposal (RFP), the following are answers to questions which have been submitted prior to 5PM, March 29, 2024.  These questions are for informational purposes only; they do not alter the requirements specified within the RFP. Any changes to the RFP will be accomplished by the Office of Procurement Management through an addendum. 

*The State's response will be in red font following the Vendor's question.
1. Question pertaining to Section 2.12.6, 2.2.7, and 2.12.8 which states:
2.12.6 At BIT’s discretion, any code changes made by the Consultant, either during this project

or thereafter, will be placed in the above test system first. It is at BIT’s discretion if the code

changes are applied by BIT or the Consultant. If the code testing delays a project’s timeline, a

change management process should be followed, and the State will not be charged for this

project change. If the test and production systems are to be hosted by the State, the schedule for

the testing of the code changes is to be decided by BIT. Testing of emergency code changes will

be scheduled by BIT based on the severity and resource availability.
2.12.7 The test system will be maintained by the Consultant as a mirror image of the production

system code base. At BIT’s discretion, updates to the production system will be made by copying

code from the test system after the test system passes BIT certification requirements.
2.12.8 If BIT determines that the application must be shut down on the production system, for

any reason, the Consultant will, unless approved otherwise by BIT, diagnosis the problem on

and make all fixes on the test system. The Consultant is expected to provide proof, to BIT, of the

actions taken to remediate the problem that led to the application being denied access to the

production system before the application can go back into production. BIT can require this proof

even if the fix passes all BIT certification criteria. BIT is willing to sign a non-disclosure

agreement with the Consultant if the Consultant feels that revealing the fix will put the

Consultant’s intellectual property at risk.

Collector Systems will propose hosting within our data center environment and not using any

state systems. CS performs continuous integration and continuous delivery/continuous

deployment in which incremental code changes are made frequently and reliably. End users do

not have the ability to determine which version will be used, and we do not have a test system for

end-user approval. Is this acceptable to BIT? If not, we will need to withdraw from the RFP

process.
We are a little unclear on the vendors question.  Does the vendor have a non-production environment that can be scanned?  If so, we would scan the non-production environment.  If not, we could do a one time scan prior to the product release.  However, we would need to work with the vendor to develop a method of scanning on a regular (usually yearly) basis.
2.  Question pertaining to Section 2.14, which states:
2.14 Background Checks. The Consultant must include the following statement in its proposal:

2.14.1 (Company name here) acknowledges and affirms that it understands that the (company

name here) employees who have access to production Personally Identifiable Information (PII),

data protected under the Family Educational Rights and Privacy Act (FERPA), Protected Health

Information (PHI), Federal Tax Information (FTI), any information defined under state statute

as confidential or have access to secure facilities will have fingerprint-based background

checks. These background checks will be used to check the criminal history records of the State

as well as the Federal Bureau of Investigation’s records. (Company name here) acknowledges
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and affirms that this requirement will extend to include any Subcontractor’s, Agents, Assigns

and or Affiliated Entities employees.

Collector Systems believes that since there is no Personally Identifiable Information (PII) except

a username and email address by the user, FERPA, PHI, FTI, the current background checks

completed in conjunction with the Collector Systems SOC 2 Type II audit will be acceptable to

BIT and no fingerprinting will be required. Can you confirm or deny this assumption?
To be determined once a vendor is selected and a full review is performed.  In general, we have accepted vendor background check policies and procedures in lieu of using BIT fingerprint based background check procedures. 

3. Question pertaining to Section 3.3.5, which states:

Financial Statements. The Consultant must submit a copy of their most recent audited financial

statements. The Consultant may mark its financial statements as proprietary in accordance with

Section 1 above.

Would the State accept an accountant's compiled financial statement or our prepared statements

on our accountant's letterhead? The ability and cost to produce an audited financial statement for

such a small business would require us not to be part of the RFP.
The State prefers audited financial statements but will accept other financial statements such as incomes statements and a balance sheet. 
Question pertaining to Section 2.7.1 which states:

2.7.1 The contract doubles as an agreement for the State to own the data tables and is able to

manipulate data, run reports as needed, pull code tables, access raw data, and develop

dashboards as needed through Microsoft Power BI, ESRI, Tableau and associated platforms.

Would full access to our RESTful API be acceptable for this request? 
Yes, RESTful APT would be acceptable. 

Question pertaining to Section 3.3 pertaining to the Proposal Response:

Please provide the following information if available:

1. The number of users who will need access to the database.
 4, with the potential of a 5th. 
2. The total number of objects in the collection. 
The total number of objects in the collection right now is 33,577 objects. This has the potential of changing, as accessions and deaccessions occur, but it won’t fluctuate too much.
3. The total size of the collection, including images, documents, and data.
 The total size of the collection is about 5 GB, including all images and data. This may change, as we are always adding/editing the data that is being included in Past Perfect.
4. Please confirm the data to be migrated will be from Past Perfect. Yes, all the data to be migrated will be from Past Perfect.
5. Please list any other data sources that will need to be migrated and should be included in

the RFP cost analysis. 
There are no other data sources at this time.
6. Please provide the criteria and format in which you would like the financial aspect of the

RFP to be represented. 
We would prefer PDF.
4. Question pertaining to Exhibit A - Standard Contract Terms and Conditions section D,

which states:

Professional Liability Insurance or Miscellaneous Professional Liability Insurance:

The Consultant agrees to procure and maintain professional liability insurance or miscellaneous

professional liability insurance with a limit not less than $1,000,000.00. shall maintain cyber

liability insurance with a limit of not less than $20,000,000.00.

Collector Systems would not be able to attain 20M in cyber liability insurance based on the size

and exposure of the company. Would the State accept a 5M cyber liability amount? It might be

possible to gain 10M, but we would need feedback first to determine if being part of the RFP

would be economically feasible.
Exhibit D, Section 2 will take precedence of Exhibit A, Section D. Currently the State is requestion $3,000,000.00, but this can be negotiated. 
